WinMerge version 2.16.30.0 Vulnerabilities findings.

Acceptable Mitigation Examples: 
-Deleting outdated files that do not affect operation functionality and security of the application.
-Upgrade to the latest file version in question. 
-Provide a software patch which eradicates the vulnerability.


Open Source and other Software
In addition to providing mitigations for known vulnerabilities, the vendor must supply an email or written statement stating that they will provide adequate maintenance and support for the Open Source Software. The vendor can do this by providing an email or written statement that they will monitor, maintain and update the Open Source Software.
Please a provide mitigation for the following files or update all files to the latest version.

GNU Patch version 2.5.9.2670
The latest file version is 2.7.6
File copyright is 2007. Is this software still supported? Please provide additional information so the vulnerabilities can be properly assessed. 
There are five high and four medium vulnerabilities associated with this file version, which can be found here:
NVD - Results (nist.gov)

Files are installed into the following and other locations:
	4
	c:\program files\winmerge\commands\gnuwin32\bin\patch.exe
	5/15/2007 8:19:56 am
	2.5.9.2670
	Patch: apply a diff file to an original




Questions on the following software – lack of information may prevent certification

JQ version UNKNOWN
The latest file version is 1.6
What version is used in the software? Please provide additional detail about the files so the vulnerabilities can be properly assessed. There are vulnerabilities associated with this file, which can be found here:
Jq Project JQ : List of security vulnerabilities (cvedetails.com)

Files are installed into the following and other locations:
	5
	c:\program files\winmerge\commands\jq\jq.exe
	4/26/2023 9:57:32 pm
	 
	 




[bookmark: _Hlk116904260]Informational – Vulnerabilities were not discovered for below installed file versions
In addition to providing mitigations for known vulnerabilities, the vendor must supply an email or written statement stating that they will provide adequate maintenance and support for the Open Source Software. The vendor can do this by providing an email or written statement that they will monitor, maintain and update the Open Source Software. This list is not an all-inclusive list of open source and other software without current vulnerabilities discovered in this software. 

Open Source and other Software

MD4C Md2html version unknown
The latest file version is 0.4.8

HTML Tidy version unknown
The latest file version is 5.8.0

Frhed version 0.10904.2017.12
The latest file version is 0.10904.2017

7-Zip version 22.01
The latest file version is 22.01
